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Abstract

This document contains proposed changes to the |IEB&.11v Draft to address Req 2120 of the TGv
Obijectives. In particular, to enhance multicastaddelivery, the proposed changes enable the utdizaf
leader-based transmission mechanisms. Such meoigr@sn to improve the throughput fairness between
multicast connections and point-to-point connedi@md can optionally increase the reliability of lticast
transmissions. Leader-based mechanisms consiskeafiar election protocol and a multicast acknogégdent
mechanism. The leader election protocol is resimsor electing the station, called leader, whigimerates an
ACK frame for each successfully received multidesine. If the AP does not receive an ACK frameaitries
out the binary exponential backoff mechanism as the case for point-to-point connections. Furthane, the
proposed leader-based mechanism can optionallgnstiit multicast frames and use RTS/CTS exchangs wh
multicast frames are exchanged.

The text is aligned with P802.11v-D0.08.

Notice: This document has been prepared to assist IEEELBOR is offered as a basis for discussion ambisbinding on the
contributing individual(s) or organization(s). Theaterial in this document is subject to changdéoim and content after
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and any modifications thereof, in the creation oflEEE Standards publication; to copyright in tEEE’s name any IEEH
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others to reproduce in whole or in part the resgliEEE Standards publication. The contributoo asknowledges and
accepts that this contribution may be made pulglitHEE 802.11.

Patent Policy and Procedures. The contributor is familiar with the IEEE 802 PatePolicy and Procedureship://
ieee802.org/quides/bylaws/sb-bylaws mdicluding the statement "IEEE standards mayuitelthe known use of patent(s),
including patent applications, provided the IEEEeiges assurance from the patent holder or appligith respect to patentg
essential for compliance with both mandatory antibopl portions of the standard." Early disclosta¢he Working Group of
patent information that might be relevant to thendard is essential to reduce the possibility felays in the developmeng
process and increase the likelihood that the dpafilication will be approved for publication. Pseanotify the Chair
<stuart@ok-brit.com as early as possible, in written or electronicrfpif patented technology (or technology undereptt
application) might be incorporated into a drafhstard being developed within the IEEE 802.11 Wagkroup.If you have
guestions, contact the |EEE Patent Committee Administrator at <patcom@ieee.org>.
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3. Definitions

Insert the following new definitions;

3.v.5 Leader Based Multicast Service (LBMS): A service aims to improve the throughput fairnessween
multicast connections and point-to-point connedicand can optionally increase the reliability of Itcast

transmissions.

4. Abbreviations and acronyms

Insert the following new acronymsin alphabetical order:
LBMS Leader Based Multicast Service

7.2.3.4 Association Request frame format

I nsert new rows into table 10 as shown below:

Table 10—Association Request frame body

Order I nformation Notes
11 Wireless Network Wireless Network Management Capability elementésent if
Management Capability dotl1WirelessManagementimplemented is true.

12 FBMS Request FBMS Request element may be priésen
dotl1WirelessManagementimplemented is true and FBMS
in the Wireless Network Management Capability istedl.

13 Presence Parameters The Presence Parameters element is present if
dotl1WirelessManagementimplemented is true and the
Presence bit in the Wireless Network Managementbiiipes
element is setto 1.

14 Traffic Generation The Traffic Generation eleirisrpresent if
dotl1WirelessManagementimplemented is true.

15 Supported Regulatory Supported Regulatory Classes element is present if

Classes dotl1WirelessManagementimplemented is true.

16 LBMS Request LBMS Request element may be present if
dotl1WirelessManagementimplemented is true and LBWIS
in the Wireless Network Management Capability istgel.

NOTE— last entry in 11ma-D9.0 has order 6 andéasty in 802.11r-D4.0 has order 11.

7.2.3.6 Reassociation Request frame format
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Insert new rows into table 12 as shown below:

Table 12—Reassociation Request frame body

Order Information Notes
14 Wireless Network Wireless Network Management Capability elementésent if
Management Capability dotl1WirelessManagementimplemented is true.
15 FBMS Request FBMS Request element may be priésen

dotl1WirelessManagementimplemented is true an&BiS
bit in the Wireless Network Management Capabiktgét to 1.

16 Presence Parameters The Presence Parameters akepresent if
dotl1WirelessManagementimplemented is true and the
Presence bit in the Wireless Network Managementbitipes
element is setto 1.

17 Traffic Generation The Traffic Generation eleirisrpresent if
dotl1WirelessManagementimplemented is true.

18 Supported Regulatory Supported Regulatory Classes element is present if
Classes dotl1WirelessManagementimplemented is true.
16 LBMS Request LBMS Request element may be present if

dotl1WirelessManagementimplemented is true and LBMS
in the Wireless Network Management Capability istedl.

NOTE— last entry in 11ma-D8.0 has order 10 anddasty in 802.11r-D4.0 has order 13.

Change 7.3.2.49 as shown:

7.3.2.49 Wireless Network Management Capability inf  ormation element

The Wireless Network Management Capability Inforim@atelement contains information about the wireless
network management capabilities of a STA as showirable v15.

Wireless Network

Element ID Length Management
Capabilities
Octets: 1 1 variable

Figure vi5—Wireless Network Management Capabilityi  nformation element format

The Element ID field is equal to the Wireless Natkvillanagement Capability value in Table 26.

The value of the length field is variable and dejsemn the length of the Wireless Network Management
Capabilities field. The minimum value of the Lemdield is 2.

The Wireless Network Management Capabilities figdd a bit-field indicating the advertised management
capabilities of the STA. The Wireless Network Masagnt Capabilities field is shown in Table v16.
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BO B1 B2 B3 B4 B5 B6 B7 B8 Bi15
Event Diagnostics Multicast Presence | FBMS Proxy ARP Co-located . LBMS | Reserved
Log Alert Service Interference Reporting

Bits: 1 1 1 1 1 1 1 1 8

Figure v16—Wireless Network Management Capabilities

O The Event Log bit set to 1 indicates the STA sufgpBrent Log as described in 11.15.2. The Eventhibget
to O indicates that the STA does not support thisise.

0 The Diagnostics bit set to 1 indicates the STA suggpDiagnostics as described in 11.15.3. The Distjcs bit
set to 0 indicates that the STA does not supp@&tsirvice.

0 The Multicast Alert bit set to 1 indicates the S$épports Multicast diagnostics as described in3.11. The
Multicast Alert bit set to 0 indicates that the S@ides not support this service.

O The Presence bit set to 1 indicates that the ST@ts Presence as described in 11.15.4. The Rebinset
to O indicates that the STA does not support thisise.

0O The FBMS bit set to 1 indicates the STA supportdVBBas described in 11.2.1.5. The FBMS bit set to 0
indicates the STA does not support FBMS.

O The Proxy ARP Service bit set to 1 indicates theig\providing proxy ARP service. If Proxy ARP sieeris
enabled, then the AP responds to broadcast ARResega behalf of the STA. The Proxy ARP Serviceskit
to O indicates the AP is not providing proxy ARPviee for any associated STA.

O The Co-located Interference Reporting bit set iodicates the STA supports Co-located InterferdRegorting
as described in 11.15.9. The Co-located InterferéReporting bit set to O indicates that the STAsdnet
support this service.

0 The LBMS bit set to 1 indicates the STA suppores kBMS as described in 9.2.7.2. The LBMS bit se@to
indicates that the STA does not support the LBMS.

O All other bits are reserved, and are set to 0 amstmission and ignored on reception.

The lack of a Wireless Network Management Capabdiement is interpreted as the STA having no aibest
Wireless Network Management Capabilities.

Insert the following after 7.3.2.63:
7.3.2.64 LBMS Request element

The LBMS Request element defines information alioeiieader based multicast service being requéstéae
non-AP STA. The format of LBMS Request elementisven in Figure v107.

One or more LBMS
Sub-elements

Element ID Length LBMS Sub-
elements
Octets: 1 1 variable
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Figure v107—LBMS Request element format

The Length field is set to n, where n indicatesttial length of all LBMS Sub-elements containedhia element.
The format of the LBMS sub-element is shown in Fégul08.

Multicast LBMS
Address Option
Octets: 6 1

Figure v108— LBMS Sub-element format

The Multicast Address field is set to the MAC addreorresponding to the multicast group for initigta LBMS.
The LBMS Option field is a bit field as definedkigure v109.

Multicast o
ACK Policy Retry Limit Reserved
Bit: 0 1-3 4-7

Figure v109— LBMS Option field

Table v48—Multicast ACK Policy encoding

Value Description

0 No ACK

1 Normal ACK

0 ACK Policy identifies the acknowledgement policwatlis followed upon the delivery of the multicasPBIU.
The interpretation of Multicast ACK Policy field ggven in Table v48.

0O Retry Limit is used to indicate the maximum reirgit of the multicast frames.

Change 7.4.8 as shown:

7.4.8 Wireless Network Management action details

Several Action frame formats are defined for Wissl®&letwork Management purposes. An Action fieldhim octet
field immediately after the Category field, diffat@ates the formats. The Action field values asst®d with each
frame format are defined in Table v49.

Table v49—Wireless Network Management Action field values
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Action field value Description
0 Event Log Request
1 Event Log Report
2 Diagnostic Request
3 Diagnostic Report
4 Presence Request
5 Presence Response
6 Presence Configuration Request
7 Presence Configuration Response
8 BSS Transition Management Query
9 BSS Transition Management Requedt
10 BSS Transition Management Resporjse
11 FBMS Request
12 FBMS Response
13 Co-located Interference Request
14 Co-located Interference Response
15 LBMS Request
16 LBMS Report
17-255 Reserved

Insert the following after 7.4.8.15:

7.4.8.16 LBMS Request

The LBMS Request frame uses the Action frame badgnét. The format of the LBMS Request frame body is
shown in Figure v105.

Category Action LBMS Request
Element

Octets: 1 1 variable

Figure v105—LBMS Request frame body format

The Category field is set to the value indicatihg Wireless Network Management category, as specifi Table
24in7.3.1.11.

The Action field is set to the value indicating LEBMRequest frame, as specified in Table v49 in 7.4.8
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The LBMS Request Element field indicates the malttaddress and option about the leader baseccastlservice
(LBMS) being requested by the non-AP STA, as spetih 7.3.2.64.

7.4.8.17 LBMS Report

The LBMS Reporframe uses the Action frame body format. The forofahe LBMS Report frame body is shown
in Figure v105.

Category Action Length Multicast Group | Multicast Group
Address #1 Address #n
Octets: 1 1 1 6 6

Figure v105—LBMS Report frame body format

The Category field is set to the value indicatihg Wireless Network Management category, as specifi Table
24in7.3.1.11.

The Action field is set to the value indicating LEBMRequest frame, as specified in Table v49 in 7.4.8
The Length field is set to n, where n indicatesttital number of all multicast group addresses.

The Multicast Group Address fields are set to th&Qvaddresses corresponding to the multicast groufesad. The
non-AP STA is requested to become the leader fdn eathese Multicast Group Addresses.

Change 9.2.7 as shown:

9.2.7 Broadcast and multicast MPDU transfer procedu re

In the absence of a PCF, when broadcast or multMB®Us are transferred from a STA with the ToD&dtear,
only the basic access procedure shall be used ewtem the LBMS is used, see section 9.2.R&gardless of the
length of the frame, no RTS/CTS exchange shalldsxuin addition, no ACK shall be transmitted by af the
recipients of the frame. However, when the LBMSuged, the ACK frame shall be transmitted by a $etec
receiver and RTS/CTS exchange is used as an ogtiopnbroadcast or multicast MPDUs transferred frarBTA
with a ToDS bit set shall, in addition to conformito the basic access procedure of CSMA/CA, obeyrtes for
RTS/CTS exchange, because the MPDU is directeldetd\P. The broadcast/multicast message shall bebdied
into the BSS. The STA originating the message shalkive the message as a broadcast/multicast geessa
Therefore, all STAs shall filter out broadcast/rualst messages that contain their address as theesaddress.
Broadcast and multicast MSDUs shall be propagdtemlighout the ESS.

There is no MAC-level recovery on broadcast or oatit frames, except for those frames sent withThieS bit
set_or with the LBMS enabledds a result, the reliability of this traffic i®duced, relative to the reliability of
directed traffic, due to the increased probabiityost frames from interference, collisions, ané-varying channel
properties.An AP that supports a leader-based cagitimechanism shall indicate this capability usirggWireless
Network Management Capability information elemehtnon-AP STA shall inform the AP that it supportsst
functionality by using the Wireless Network ManaggrhCapability information element.

Insert the following after 9.2.7.1:

9.2.7.2 Leader Based Multicast Service (LBMS)
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An AP that supports a LBMS shall indicate this dalig using the Wireless Network Management Calitids
information element. A non-AP STA shall inform tA® that it supports this functionality by using théreless
Network Management Capabilities information element

9.2.7.2.1 Leader Election Protocol

The algorithm to select the non-AP STA to becomkeaer for a multicast stream is out of scopehié t
specification. The leader may dynamically changeoating to varying channel conditions or group mership

changes. For example, the leader may be seleetsedbon packet error rate statistics; the packet eate of

multicast receivers may be obtained through thetibhdt Diagnostic Reports as specifed in 11.15.THis

specification describes the mechanism used by fRdocAelect a non-AP STA (called selected leadethiwithe

multicast stream as a leader for this multicastastr.

Two management action frames, specified in 7./8ye been defined on this purpose: the LBMS Reduasie
and the LBMS Report frame.

In order to join the LBMS, a non-AP STA shall tramisthe LBMS Request frame or (Re)association Regjiname
containing the LBMS Request element of the corredpa multicast stream. The LBMS Request elemensists
of the the multicast address of the correspondingiicast stream and the LBMS option such as theioast ack
policy and the retry limit.

To elect a new leader for one or several multisasiam(s), the AP shall send a LBMS Refate containing the
multicast address of the corresponding multicagtast to the selected leademder a normal ack policy. Upon
reception of the LBMS Report frame, the selecteatlée shall generate an ACK frame for each sucdéssfu
received multicast frame.

If there is already a leader for the multicastatnés) specified in this leader election, the APllshdicate to the
previous leader that it is no longer leader forsthenulticast streams. On this purpose, the AP Sealtl to the
previous leader a LBMS Repdrame except the multicast address of the corredipgnmulticast stream to stop
acknowledging multicast frames under a normal aticy before electing a new leader.

The elected leader may update the multicast pdljcgending an LBMS Request frame to the AP withupéeated
LBMS option. It may send to the AP a LBMS Requfgatne with LBMS option set to no ACK policy for the
corresponding multicast stream to resign the leddemunder a normal ack policy.

In order to leave the LBMS, a non-AP STA shall séemdhe AP a LBMS Reque$tame without containing the
LBMS Request element of the corresponding multisasam to leave the LBMS under a normal ack policy

The AP should ensure that the current leaderlisrsthe BSS and trigger a new leader electionase for example
some number of consecutive ACKs is missing.

9.2.7.2.2 Multicast Acknowledgement Mechanism

The leader is responsible of acknowledging eachicast frame successfully received for the multicigeams it
has the leadership. The AP shall only elect ondeefor a particular multicast stream. The seled¢edler shall
send an ACK frame after waiting SIFS upon succéssefieption of a data frame for this multicast aire If the AP
does not receive the ACK frame from the leaderduthe ACK timeout, the AP shall increase the cotine

window by using the binary exponential backoff nuediaccess mechanism defined in 9.1. The acknowheelges
can also be used by the AP to adapt the PHY trassoni rate of multicast frames and/or to improwe riliability

of multicast transmission with retransmission, seetion 9.2.7.2.3.

9.2.7.2.3 Multicast Retransmission Mechanism

When the LBMS is used, an optional retransmissiogchmnism is possible. The AP can disable multicast
retransmission by forcing a retry limit of 0. If fticast retransmission is enabled, possibly dupdidamulticast
frames should be filtered out within the multicesteiver MAC as defined in 9.2.9.
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Also, in order to prevent the duplicated framesinon-AP STA that does not support the LBMS, the shall

utilize the TKIP or CCMP replay protection procegluo retransmit a multicast frame. The duplicatesimes
encrypted by the TKIP and CCMP should be filtered loy comparing TSC or PN value of them with a agpl
counter of a multicast receiver.

9.2.7.2.4 Multicast RTS/CTS Mechanism

The AP should initiate a (unicast) RTS/CTS sequgméar to a multicast transmission, to avoid cadiiss. The
receiver address of the RTS frame may be set tdMA€ address of any active station, rather thamgighe
multicast address of the pending multicast transimis The RTS may be sent at a non-basic ratedfl s a
collision detect and not as a protection framee @aration may be set to cover until the end ofGR& in this case.

Insert the following after 10.3.52
10.3.53 LBMS Request
This set of primitives supports the initializatiohthe leader election for the specific multicaséams between peer

SMEs. Figure v113 depicts the Leader Managemeregsousing the LBMS Request and LBMS Response. The
figure is only example and therefore is not mearid exhautive of all possible protocol uses.

IEEE 802.11 non—AP STA IEEE 802.11 AP
SME MLME SME MLME
MLME— MLME—
LeaderRBequest.req Leader Request frame | LleaderBequest.ind
MLME-

LeaderRequest.cfm

MLME— MLME—
LeaderReport.ind Leader Report frame LeaderReport.req
MLME-

"\4 LeaderBeport.cfm

Figure v113—Leader Management Process

10.3.53.1 MLME-LeaderRequest.request

10.3.53.1.1 Function

This primitive requests the transmission of a LBRI&juest frame to a peer entity.

10.3.53.1.2 Semantics of the service primitive
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The primitive parameters are as follows:

MLME-LeaderRequest.request

Peer MAC Address,
LBMS Request

)
Name Type Valid Range Description
Peer MAC MAC Address Any valid The address of the peer MAC entity to which the LBM
Address individual MAC Request frame shall be sent.
Address

LBMS Request As defined in | As defined in Specifies the proposed service parameters for B3

LBMS Request | LBMS Request

element element

10.3.53.1.3 When generated

This primitive is generated by the SME to requkat i LBMS Request frame be sent to a peer entity.

10.3.53.1.4 Effect of receipt

On receipt of this primitive, the MLME constructt BMS Request frame containing the LBME Requestnelet of
the specified multicast stream to lead. This frasrtben scheduled for transmission.

10.3.53.2 ML M E-L eader Request.confirm

10.3.53.2.1 Function

This primitive reports the request result of a LBR&quest.

10.3.53.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-LeaderRequest.confirm

(
Result Code

)

Submission
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Name Type Valid Range Description
Result Code Enumeration SUCCESS, Reports the outcome of a request to send a LBMS
INVALID Request frame.
PARAMETERS,

or UNSPECIFIED

FAILURE

10.3.53.2.3 When generated

This primitive is generated by the MLME when thguest to transmit a LBMS Request frame completes.

10.3.53.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates tbsult code.

10.3.53.3 MLM E-L eader Request.indication

10.3.53.3.1 Function

This primitive indicates that a LBMS Request franas been received.

10.3.53.3.2 Semantics of the service primitive

This primitive parameters are as follows:

MLME-LeaderRequest.indication

(
Peer MAC Address,
LBMS Request

)
Name Type Valid Range Description
Peer MAC MAC Address Any valid The address of the peer MAC entity from which the
Address individual MAC LBMS Request was sent.
Address

LBMS Request As defined in | As defined in Specifies the proposed service parameters for B3

LBMS Request | LBMS Request

element element

10.3.53.3.3 When generated
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This primitive is generated by the MLME when a ddlBMS Request frame is received.

10.3.53.3.4 Effect of receipt

On receipt of this primitive, the SME either regtiie request or commences the LBMS as describ@@in.2.
10.3.54 LBM S Report

This set of primitives supports the leader elecbetween peer SMEs.

10.3.54.1 MLME-L eader Report.request

10.3.54.1.1 Function

This primitive requests the transmission of a LBRI&oort frame to a peer entity.

10.3.54.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-LeaderReport.request (
Peer MAC Address,

Length,

Multicast Group Address

)

Name Type Valid Range Description
Peer MAC MAC Address Any valid The address of the peer MAC entity to which the LBM
Address individual MAC Report frame shall be sent.
Address

Length Integer 0-255 The total length of the ekt group addresses.
Multicast Group | Integer As specified in Indicates the result Report to the LBMS Requeshftbe
Address 7.4.8.17 peer MAC entity.

10.3.54.1.3 When gener ated

This primitive is generated by the SME to requkat i LBMS Request frame be sent to a peer entitphvey an
indication that the peer entity is selected adebder transmiting the ACK frame for the multiclkames.

10.3.54.1.4 Effect of receipt
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On receipt of this primitive, the MLME constructd. BMS Report frame containing the multicast groagigl@ss of
the specified multicast stream to lead. This frasrtben scheduled for transmission.

10.3.54.2 ML M E-L eader Report.confirm

10.3.54.2.1 Function

This primitive reports the request result of a LBR&port.

10.3.54.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-LeaderReport.confirm (
Result Code
)
Name Type Valid Range Description
Result Code Enumeration SUCCESS, Reports the outcome of a request to send a LBM®1Re
INVALID frame.
PARAMETERS,
or UNSPECIFIED
FAILURE

10.3.54.2.3 When generated

This primitive is generated by the MLME when thgquest to transmit a LBMS Report frame completes.

10.3.54.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates ithgult code.

10.3.54.3 MLME-L eader Report.indication

10.3.54.3.1 Function

This primitive indicates that a LBMS Report franestbeen received.

10.3.54.3.2 Semantics of the service primitive
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The primitive parameters are as follows:

MLME-LeaderReport.indication

(

Peer MAC Address,

Length,

Multicast Group Address

)

Name Type Valid Range Description
Peer MAC MAC Address Any valid The address of the peer MAC entity from which the
Address individual MAC LBMS Report was sent.
Address

Length Integer 0-255 The total length of the fmakt group addresses.
Multicast Group | Integer As specified in Indicates the result Report to the LBMS Requeshftbe
Address 7.4.8.17 peer MAC entity.

10.3.54.3.3 When generated

This primitive is generated by the MLME upon re¢eptof a valid LBMS Report frame.

10.3.54.3.4 Effect of receipt

On receipt of this primitive, the SME commencesltB&S as described in 9.2.7.2.

Insert the following after 11.2.1.11:

11.2.1.12 Power Management with LBMS

Non-AP STAs using the LBMS in PS mode shall wakeeady enough to receive every DTIM sent by the &P
the BSS regardless of the ReceiveDTIMs parameter.

The AP shall transmit buffered broadcast and madtidrames immediately after DTIM (Beacon framehwixTIM
Counter field of the TIM element equal to zero).léader shall generate an ACK frame for each sufidbss
received broadcast and multicast frame. But, thes@duld not carry out the binary exponential batkufchanism
when an ACK frame is missing from the leader.
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Insert the following new rowsinto A.4.15:

A.4.16 Wireless Network M anagement extensions

Item Protocol Capability References Status Support
RME11 Leader Based Multicast Service 9.2.7.2 CFv:O Yes, No, N/A
RME11.1 LBMS Request 7.4.8.16 CFv:M Yes, No, N/A
RME11.2 LBMS Report 7.4.8.17 CFv:M Yes, No, N/A
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