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Abstract
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transmissions. Leader-based mechanisms consiskeaflar election protocol and a multicast acknoggadent
mechanism. The leader election protocol is respbms$or electing the station, called leader, whigmerates an
ACK frame for each successfully received multidasine. If the AP does not receive an ACK frameaitries
out the binary exponential backoff mechanism as the case for point-to-point connections. Funiae, the
proposed leader-based mechanism can optionalgngtit multicast frames and use RTS/CTS exchangawh
multicast frames are exchanged.
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3. Definitions

Insert the following new definitions:

3.v.5 Leader Based Multicast Service (LBMS): Leader Based Multicast Service aims to improvettieughput
fairness between multicast connections and poupisiat connections and can optionally increaserétiability of
multicast transmissions.

4. Abbreviations and acronyms

Insert the following new acronyms in alphabetical order:
LBMS Leader Based Multicast Service

Change 7.3.2.22.11 as shown:

7.3.2.22.11 Multicast Diagnostics Report

The format of the Measurement Report field of atidakt Diagnostics report is shown in Figure v11.

Multicast Multicast Multicast First Last Multicast LBMS
Measurement | Measurement MAC Reportin Received Sequence Sequence Rate Trigger
Start Time Duration p 9 MSDU Number Number Code
Address Reason
Count
Octets: 4 4 6 1 4 2 2 2 1

Figure vl1—Measurement Report field format fora Mu lIticast Diagnostics Report

The Measurement Start Time field is set to the evalithe STA TSF timer at the time the measurerstsmted. For
a triggered Multicast Diagnostics report, thishie TSF value at the reporting STA when the triggerdition was
met. For multicast performance measurement, thé tatae occurs after a multicast frame has beerived, if at
least one multicast frame was received during teasurement duration. When the reason for sendmgefbort is
Performance Measurement and the Multicast Recé#®@BU Count is non-zero, the Measurement Start Tield
is set to the value of the STA TSF timer at theetiofi the first multicast MSDU received during theasurement
interval.

The Measurement Duration field specifies the pedwdr which the Multicast Diagnostic Report was eyared.
Table v1 defines which reports use the MeasurerDenation field and how the field value is defineat those
reasons.

Table vl—Measurement Duration Field
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Multicast Diagnostic Report Measurement Duration Field
Reason
Performance Measurement The number of beacon intervals, expressed in TUs that

have occurred while the report was generated.

Report Timeout Trigger Not used.

The Multicast MAC Address field contains the MACdaelss of the multicast traffic (the multicast grptp which
the report relates.

The Multicast Reporting Reason field is a bit-fighdlicating the reason that the measuring STA #emMulticast
Diagnostics report. The Multicast Reporting Reafseld is shown in Figure v12.

B0 B1 B2 B7
ReporF Timeout Performance Reserved
Trigger Measurement
Bits: 1 1 6

Figure v12—Multicast Reporting Reason field

O The Report Timeout Trigger bit set to 1 indicatest tMulticast Diagnostics Report was generatedtaggered
report due to the Report Timeout trigger.

0 The Performance Measurement bit set to 1 indidhi@sthe Multicast Diagnostic Report was sent spomse
to a multicast diagnostic request. The report magénerated unsolicited by a non-AP STA or to retjoein
response to a request for performance measurerhtrg multicast stream.

The Multicast Received MSDU Count field containe thtal number of multicast MSDUs for the MulticA4AC
Address that were received during the Measurememation. For a triggered multicast diagnostics meament
this is the total number of frames received with ithidicated Multicast MAC Address.

Except when the reason for sending the Report ifoffgance Measurement, in a requested Multicast STA
Diagnostics Report, all bit-fields in the ReportiRgason field are set to 0.

The First Sequence Number field is the 802.11 sezpiaumber of the first frame received during treasurement
period. This field is used only if the multicaspeeting reason is performance measurement, otherivis set to 0
on transmit and ignored upon receipt.

The Last Sequence Number field is the 802.11 semuramber of the last frame received during thesonesment
period. This field is used only if the multicaspeeting reason is performance measurement, otherivis set to 0
on transmit and ignored upon receipt.

The First Sequence Number field and the Last SemuBlumber field are set to 0 if the Multicast ReediMSDU
Count is 0.

The Multicast Rate field specifies the highest data at which the STA can reliably receive muliicames. The
Multicast Rate field is encoded with the MSB setltto indicate that the data rate is in the baaie set and the
remaining 15 bit value is multiplied by 0.5 Mbitts indicate the data rate. If no value is provithgdthe STA, the
Multicast Rate field is set to O.

The LBMS Trigger Code specifies the informationimditiate the Block Ack setup for the multicast stne as
specified in Figure v13.
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‘ TID ‘ ACK Policy ‘ Retry Limit ‘
Bit: 0-3 4 5-7

Figure v13— LBMS Trigger Code

0 TID specifies the TC or TS to which the multicaseam requiring the reliable multicast service hgoto.

O ACK Policy identifies the acknowledgement policwttlis followed upon the delivery of the MulticasPiaU.
The ACK Policy bit set to 1 indicates the Block ABlolicy for the LBMS. The ACK Policy bit set to 0
indicates the No Ack policy.

0 Retry Limit is used to indicate the maximum reirgit of the multicast frames.

Change 7.3.2.49 as shown:

7.3.2.49 Wireless Network Management Capability inf  ormation element

The Wireless Network Management Capability Inforioatelement contains information about the wireless
network management capabilities of a STA as showirable v15.

Wireless Network

Element ID Length Management
Capabilities
Octets: 1 1 variable

Figure v15—Wireless Network Management Capabilityi  nformation element format

The Element ID field is equal to the Wireless Natkviblanagement Capability value in Table 26.

The value of the length field is variable and defseron the length of the Wireless Network Management
Capabilities field. The minimum value of the Lemdeld is 2.

The Wireless Network Management Capabilities fiegdd a bit-field indicating the advertised management
capabilities of the STA. The Wireless Network Maaagnt Capabilities field is shown in Table v16.

BO B1 B2 B3 B4 B5 B6 B7 B8 Bi15
Event Diagnostics Multicast Presence | FBMS Proxy ARP Co-located . LBMS | Reserved
Log Alert Service Interference Reporting
Bits: 1 1 1 1 1 1 1 1 8

Figure v16—Wireless Network Management Capabilities

0 The Event Log bit set to 1 indicates the STA sufspBrvent Log as described in 11.15.2. The Eventhibget
to O indicates that the STA does not support thisise.

0 The Diagnostics bit set to 1 indicates the STA sujgDiagnostics as described in 11.15.3. The Diatycs bit
set to O indicates that the STA does not suppetsérvice.
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0 The Multicast Alert bit set to 1 indicates the S$épports Multicast diagnostics as described in8.11 The
Multicast Alert bit set to 0 indicates that the S@ides not support this service.

0 The Presence bit set to 1 indicates that the SThats Presence as described in 11.15.4. The Refénset
to O indicates that the STA does not support thisise.

0 The FBMS bit set to 1 indicates the STA supportdMEBas described in 11.2.1.5. The FBMS bit set to 0
indicates the STA does not support FBMS.

0 The Proxy ARP Service bit set to 1 indicates thei®\Broviding proxy ARP service. If Proxy ARP servis
enabled, then the AP responds to broadcast ARResegm behalf of the STA. The Proxy ARP Serviceshit
to 0 indicates the AP is not providing proxy ARPvEEe for any associated STA.

O The Co-located Interference Reporting bit set bodicates the STA supports Co-located InterferdReporting
as described in 11.15.9. The Co-located InterferdReporting bit set to O indicates that the STAsdoet
support this service.

0 The LBMS bit set to 1 indicates the STA suppors EBMS as described in 9.2.7.2. The LBMS bit sefto
indicates the STA does not support the LBMS.

O All other bits are reserved, and are set to O anstmission and ignored on reception.

The lack of a Wireless Network Management Capgbédiement is interpreted as the STA having no aibest
Wireless Network Management Capabilities.

Change 7.4.8 as shown:

7.4.8 Wireless Network Management action details

Several Action frame formats are defined for Wissl&letwork Management purposes. An Action fieldhim octet
field immediately after the Category field, diffetites the formats. The Action field values asstmd with each
frame format are defined in Table v49.

Table v49—Wireless Network Management Action field values
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Action field value Description
0 Event Log Request
1 Event Log Report
2 Diagnostic Request
3 Diagnostic Report
4 Presence Request
5 Presence Response
6 Presence Configuration Request
7 Presence Configuration Response
8 BSS Transition Management Query
9 BSS Transition Management Requegt
10 BSS Transition Management Respor]se
11 FBMS Request
12 FBMS Response
13 Co-located Interference Request
14 Co-located Interference Response
15 LBMS Request
16 LBMS Response
17-255 Reserved

Insert the following after 7.4.8.15:

7.4.8.16 LBMS Request

The LBMS Request frame shall use the Action frame body format. Térenat of theLBMS Request frame body is
shown in Figure v105.

Category Action Dialog Length Retransmission FBMSID #1 FBMSID #n
Token BSSID
Octets: 1 1 1 1 6 1 1

Figure v105—LBMS Request frame body format

The Category field is set to the value indicatihg Wireless Network Management category, as spe(cifi Table
24in7.3.1.11.

The Action field is set to the value indicatihBMS Request frame, as specified in Table v49 in 7.4.8.
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The Dialog Token field is set to a non-zero valhesen by the STA sending th8MS Request to identify the
request/response transaction. If HBMS Request corresponds to the unsolicitéMS Request, the Dialog Token
field is set to zero. Thensolicited LBMS request does not contain the FBMSIDs, because it is uséylto inform
the retransmission BSSID.

The Length field is set to n+1, where n indicatestotal number of all FBMSIDs.

The Retransmission BSSID is set to a virtual BSSIe BSSID of all retransmitted multicast framealkshe set to
the Retransmission BSSID. Then, a non-AP STA tha#sdnot support the LBMS discards the retransmitted
multicast frame because it does not associatedthétiRetransmission BSSID.

The FBMSID fields are set to the FBMSID correspomgdio the multicast streams to lead. The non-AP $TA
requested to become the leader for each of theltieast stream.

7.4.8.17 LBMS Response

The LBMS Response frame shall use the Action frame body format. Tdrenat of theLBMS Response frame body
is shown in Figure v106.

Category Action Dialog Length Status Code #1 Status Code #n
Token
Octets: 1 1 1 1 2 2

Figure v106—LBMS Response frame body format
The Category field is set to the value indicatihg Wireless Network Management category, as spe(cifi Table
24in7.3.1.11.
The Action field is set to the value indicatihbBMS Response frame, as specified in Table v49 in 7.4.8.

The Dialog Token field is set to the value in amyrespondingLBMS Request frame If the LBMS Response
corresponds to the unsolicite8MS Response, the Dialog Token field is set to zero.

The Length field is set to 2n+1, where n indicdtestotal number of all status codes.
The Status Code field (shown in Figure v107) istdidld with the following bits defined:

Reserved Declion | ACK Policy | Retry Limit | FBMSID
ode
Bit: 0 1-2 3-4 5-7 8-15

Figure v107— Status Code field

Table v50—Decision Code Definitions

Value Description
0 Accept
1 Reject — Unspecified reject reason
2 Reject — Withdrawn multicast group
3 Reject — Insufficient available resourcp
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0 Decision code filed contains whether the leader$bipthe multicast group is accepted or not asndefiin
Table v50.

0 ACK Policy identifies the acknowledgement policytls followed upon the delivery of the MulticasPiaU.
The interpretation of these 2 bits is given in Eafbl

0 Retry Limit is used to indicate the maximum reingit of the multicast frames.
0 FBMSID is used to indicate the multicast streamregponding to this status code.

In order to inform the AP of its leadership accépta (or rejection), the non-AP STA that receivée LBMS
Request frame shall send back to the APLBMS Response frame with a status code for each multicast stream
specified in the. BMS Request frame received.

Change 9.2.7 as shown:

9.2.7 Broadcast and multicast MPDU transfer procedu  re

In the absence of a PCF, when broadcast or multMB®Us are transferred from a STA with the ToDSdbear,

only the basic access procedure shall be used extem the LBMS is used, see section 9.2.R&gardless of the
length of the frame, no RTS/CTS exchange shalldel.uln addition, no ACK shall be transmitted by af the
recipients of the frame. However, when the LBMSused, the ACK frame shall be transmitted by a setbc
receiver and RTS/CTS exchange can be used as im.ophy broadcast or multicast MPDUs transferred fram
STA with a ToDS bit set shall, in addition to confong to the basic access procedure of CSMA/CAydbe rules

for RTS/CTS exchange, because the MPDU is diretbethe AP. The broadcast/multicast message shall be
distributed into the BSS. The STA originating thessage shall receive the message as a broadcaststul
message. Therefore, all STAs shall filter out bozestimulticast messages that contain their adére¢be source
address. Broadcast and multicast MSDUs shall beagated throughout the ESS.

There is no MAC-level recovery on broadcast or ioait frames, except for those frames sent withTii@S bit
set_and with the LBMS enableds a result, the reliability of this traffic i®duced, relative to the reliability of
directed traffic, due to the increased probabityost frames from interference, collisions, ené-varying channel
properties.An AP that supports a leader-based casttimechanism shall indicate this capability ushgWireless
Network Management Capability information elemehtnon-AP STA shall inform the AP that it supportsst
functionality by using the Wireless Network ManagemnCapability information element.

Insert the following after 9.2.7.1:

9.2.7.2 Leader Based Multicast Service (LBMS)

An AP that supports a LBMS shall indicate this daliy using the Wireless Network Management Caligbi
information element. A non-AP STA shall inform tA® that it supports this functionality by using tWéreless
Network Management Capability information element.

9.2.7.2.1 Leader Election Protocol

The algorithm to select the non-AP STA to becomkader for a multicast stream is out of scopehi$ t
specification. The leader may dynamically changeoating to varying channel conditions or group mership

changes. For example, the leader may be seleetgellbon packet error rate statistics; the packet eate of

multicast receivers may be obtained through thetibhgt Diagnostic Reports as specifed in 11.15.THis

specification describes the mechanism used by fhdcAelect a non-AP STA (callestlected |eader) within the

multicast stream as a leader for this multicagtstr.

Submission page 8 Yongho Seok et al
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Two management action frames, specified in 7.4&8/e been defined on this purpose:tB&S Request frame and
theLBMS Response frame.

To elect a new leader for one or several multisasam(s), the AP shall send BMS Request frame containing the
FBMSID of the corresponding multicast stream togHected leader. Upon reception of theBMS Request frame,
the selected leader shall inform the AP of its leadership acceptat{on rejection), by sending back to the AP a
LBMS Response frame indicating the status code for each multisagam specified in the receiveBMS Request
frame.

If there is already a leader for the multicastatnés) specified in this leader election, the APlishdicate to the

previous leader that it is no longer leader forsthenulticast streams. On this purpose, the AP seaidl to the
previous leader &BMS Request frame without containing the FBMSID of the corresgimg multicast stream to
stop acknowledging frames under normal ack poliejore electing a new leader.

The selected leader may resign the leadership datapthe multicast policy by sending ansolicited LBMS
Response frame to the AP with the updated status code. AReshould ensure that the current leader is stithe
BSS and trigger a new leader election in caseXample some number of consecutive ACKs is missing.

9.2.7.2.2 Multicast Acknowledgement Mechanism

The leader is responsible of acknowledging eachicast frame successfully received for the multicieeams it
has the leadership. The AP shall only elect onddeéor a particular multicast stream. The seledtedler shall
send an ACK frame after waiting SIFS upon succéssfieption of a data frame for this multicast atre If the AP
does not receive the ACK frame from the leaderrduthe ACK timeout, the AP shall increase the coibe

window by using the binary exponential backoff mdiaccess mechanism defined in 9.1. The acknowteelges
can also be used by the AP to adapt the PHY tresssoni rate of multicast frames and/or to improwe réiability

of multicast transmission with retransmission, seetion 9.2.7.2.3.

9.2.7.2.3 Multicast Retransmission Mechanism

When the LBMS is used, an optional retransmissioechmnism is possible. The AP can disable multicast
retransmission by forcing a retry limit of 0. If ftigast retransmission is enabled, possibly dupdidamulticast
frames should be filtered out within the multicessteiver MAC as defined in 9.2.9.

When a STA that does not support the LBMS is assediin BSS, the retransmission BSSID that is assidpy the
AP shall be used to retransmit the correspondinljicast frames in order to prevent the duplicatedtivast frames.
The BSSID of the received multicast frames is \abd to ensure that the multicast originated fro8iTa in the
BSS of which the receiving STA is a member.

9.2.7.2.4 Multicast RTS/CTS Mechanism

The AP should initiate a (unicast) RTS/CTS sequegmaar to a multicast transmission, to avoid caliis. The
receiver address of the RTS frame may be set tdMA€ address of any active station, rather thamgighe
multicast address of the pending multicast transimis The RTS may be sent at a non-basic ratsdfl las a
collision detect and not as a protection framee diration may be set to cover until the end ofGAS in this case.
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Mar ch, 2007 doc.:|EEE 802.11-07/0144r3

Insert the following after 9.10.5:

9.10.6 Block Ack Setup and Operation for the LBMS

In order to support the Block Ack mechanism, theM$provides two solutions to initiate the Block Astup.

First, when the the AP supports the FBMS, the rasti receiver should transmit thesolicited LBMS response
frame to the AP. The Ack Policy field in thisolicited LBMS response frame shall be set to the block ack policy.
Then, the AP finds the status codes with the baadkpolicy in theunsolicited LBMSresponse frame.

The AP shall transmit thansolicited LBMSrequest frame to the corresponding multicast receivepder to inform
the retransmission BSSID. Then, for initiating Bleck Ack setup, the AP shall send tABDBA Request frame
under normal ack policy. After receiving tAdDBA Request frame, the corresponding multicast receiver shall
transmit theADDBA Response frame to the AP.

Second, when the the AP does not supports the FBIMSMulticast receiver can initiate the Block Asstup by
transmiting themulticast diagnostics report framewith the LBMS Trigger Code. The Ack Policy field of the LBMS _ - [ Mis en forme : Police ;Itanque]

al L S =N P9 e DT TR B MR TR R =R

Trigger Code in thenulticast diagnostics report frame shall be set to the block ack policy.

After receiving themulticast diagnostics report frame, the AP shall transmits thesolicited LBMSrequest frame to
the corresponding multicast receiver, in order tdorim the retransmission BSSID. Then, the ADDBA
Request/Response transaction should be startediade the Block Ack setup.

In order to tear down the Block Ack session, the #iiall send theDELBA frame to the receiver of the
corresponding Block Ack session.

The AP may transmit a block of QoS Broadcast/Makicdata frames seprateed by SIFS period. ThenARkhe
requests acknowledgement of outstanding QoS Bre#balticast data frames by sendindbockAckReq frame.
The BlockAckReg frame shall be transmitted to the leader that si@etlability for the corresponding multicast
stream.

Unsolicited Multicast Diagnostics
LBMS Response Report
—
ACK ACK
| Block Ack Setup Request | Block Ack Setup Request
Unsolicited Unsolicited
LBMS Response LBMS Response
4——__—’__—____ q————_—_’__—_'
ACK ACK
‘\—- —_‘—“_“_*—»
ADDBA Request ADDBA Request
1————______—— 1————/

CK CK

Block Ack Setup

ADDBA Response Block Ack Setup ADDBA Response

ACK ACK

QoS Multicast DAT. QoS Multicast DAT,
QoS Multicast DAT. l Qo3 Multicast DAT. l

e

QoS Multicast DAT.

e

Data and Block Ack QoS Multicast DAT,

Data and Block Ack

BlockAckReq BlockAckReq
BlockAck BlockAck
ACK Block Ack Teardown ACK Block Ack Teardown
—_—\_\—ﬂ \_“—.
Multicast Receiver AP Multicast Receiver AP
(a) when the AP supportsthe FBMS (b) when the AP does not supportsthe FBM S

Figure v112—Message sequence chart for Block Ack me  chanism in the LBMS

Figure v112 illustrates the complete message segudmart for two block ack mechanisms in the LBMS.
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Insert the following after 10.3.52
10.3.53 LBMS Request
This set of primitives supports the initializatiohthe leader election for the specific multicaséams between peer

SMEs. Figure v113 depicts the Leader Managememegsousing the LBMS Request and LBMS Response. The
figure is only example and therefore is not mearitd exhautive of all possible protocol uses.

IEEE 802.11 AP IEEE 802.11 non—AP STA
SME MLME MLME SME
MLME- MLME-
LeaderRequest.req Leader Request frame LeaderRequest.ind
MLME-

LeaderRequest.cfm

MLME=- MLME-
LeaderResponse.ind Leader Response frame LeaderResponse.req
MLME-

LeaderResponse.cfm

Figure v1

Figure v113—Leader Management Process

10.3.53.1 MLME-LeaderRequest.request

10.3.53.1.1 Function

This primitive requests the transmission of a LBR&guest frame to a peer entity.
10.3.53.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-LeaderRequest.request (

Peer MAC Address,
Dialog Token,

Length,
Retransmission BSSID,
FBMSID

)

Submission page 11 Yongho Seok et al
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Name Type Valid Range Description
Peer MAC MAC Address Any valid The address of the peer MAC entity to which the LBM
Address individual MAC Request frame shall be sent.
Address
Dialog Token Integer 0-255 The dialog token teniify the LBMS Request/Responge
transaction.
Length Integer 0-255 The total length of the FBBES
Retransmission | MAC Address Any valid The virtual BSSID for the retransmitted multicastrie
BSSID individual MAC
Address
FBMSID Integer 0-255 The FBMSID of the multicaseam for which the peer

entity is requested to become the leader.

10.3.53.1.3 When generated

This primitive is generated by the SME to requikat & LBMS Request frame be sent to a peer entitphvey an
indication that the peer entity is selected adehder transmiting the ACK frame for the multickaimes.

10.3.53.1.4 Effect of receipt

On receipt of this primitive, the MLME constructd BMS Request frame containing the FBMSID of theafied

multicast stream to lead. This frame is then scleebiior transmission.

10.3.53.2 ML M E-L eader Request.confirm

10.3.53.2.1 Function

This primitive reports the request result of a LBR&quest.

10.3.53.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-LeaderRequest.confirm

(
Dialog Token,
Result Code

)

Submission
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Name Type Valid Range Description
Dialog Token Integer 0-255 The dialog token ®nitify the LBMS Request/Responde
transaction.
Result Code Enumeration SUCCESS, Reports the outcome of a request to send a LBMS
INVALID Request frame.
PARAMETERS,
or UNSPECIFIED
FAILURE

10.3.53.2.3 When generated

This primitive is generated by the MLME when thquest to transmit a LBMS Request frame completes.

10.3.53.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates thsult code.

10.3.53.3 MLME-L eader Request.indication

10.3.53.3.1 Function

This primitive indicates that a LBMS Request franas been received requesting a LBMS Request/Respons

transaction.

10.3.53.3.2 Semantics of the service primitive

This primitive parameters are as follows:

MLME-LeaderRequest.indication

Peer

MAC Address,

Dialog Token,

Length,

Retransmission BSSID,
FBMSID

)

Submission
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Name Type Valid Range Description
Peer MAC MAC Address Any valid The address of the peer MAC entity from which the
Address individual MAC LBMS Request was sent.
Address
Dialog Token Integer 0-255 The dialog token ®nitify the LBMS Request/Respond
transaction.
Length Integer 0-255 The total length of the makt stream addresses.
Retransmission | MAC Address Any valid The virtual BSSID for the retransmitted multicastrie
BSSID individual MAC
Address
FBMSID Integer 0-255 The FBMSID of the multicaieam for which this

station is requested to become the leader.

10.3.53.3.3 When generated

This primitive is generated by the MLME when a gdlBMS Request frame is received.

10.3.53.3.4 Effect of receipt

[¢)

On receipt of this primitive, the SME either regttie request or decides whether to accept ortttjedc. BMS

Request.

10.3.54 LBM S Response

This set of primitives supports the response tecauest for the leader election between peer SMEs.

10.3.54.1 ML M E-L eader Response.request

10.3.54.1.1 Function

This primitive requests the transmission of a LBR&sponse frame to a peer entity.

10.3.54.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-LeaderResponse.request

(
Peer MAC Address,
Dialog Token,
Length,
Status Code

)
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M ar ch, 2007 doc.:|EEE 802.11-07/0144r3
Name Type Valid Range Description

Peer MAC MAC Address Any valid The address of the peer MAC entity to which the LBM

Address individual MAC Response frame shall be sent.
Address

Dialog Token Integer 0-255 The dialog token teniify the LBMS Request/Responge

transaction.

Length Integer 0-255 The total length of theustatodes.

Status Code Integer As specified in | Indicates the result response to the LBMS Request f
7.4.8.17 the peer MAC entity.

10.3.54.1.3 When gener ated

This primitive is generated by the SME to requbat & LBMS Response frame be sent to a peer ¢atignvey a

response to a LBMS Request.

10.3.54.1.4 Effect of receipt

On receipt of this primitive, the MLME constructsLBMS Response frame containing the status codehfer
leadership acceptance of the specified multicasast. This frame is then scheduled for tranmission.

10.3.54.2 ML M E-L eader Response.confirm

10.3.54.2.1 Function

This primitive reports the request result of a LBR8sponse.

10.3.54.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-LeaderResponse.confirm

(
Dialog Token,
Result Code

)
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M ar ch, 2007 doc.:|EEE 802.11-07/0144r3
Name Type Valid Range Description
Dialog Token Integer 0-255 The dialog token ®nitify the LBMS Request/Responde
transaction.
Result Code Enumeration SUCCESS, Reports the outcome of a request to send a LBMS
INVALID Response frame.
PARAMETERS,
or UNSPECIFIED
FAILURE

10.3.54.2.3 When generated

This primitive is generated by the MLME when thquest to transmit a LBMS Response frame completes.

10.3.54.2.4 Effect of receipt

On receipt of this primitive, the SME evaluates thsult code.

10.3.54.3 ML M E-L eader Response.indication

10.3.54.3.1 Function

This primitive indicates that a LBMS Response frdrae been received requesting an LBMS Request/Respo

transaction.

10.3.54.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-LeaderResponse.indication

Peer

MAC Address,

Dialog Token,
Length,
Status Code

)
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M ar ch, 2007 doc.:|EEE 802.11-07/0144r3
Name Type Valid Range Description

Peer MAC MAC Address Any valid The address of the peer MAC entity from which the

Address individual MAC LBMS Response was sent.
Address

Dialog Token Integer 0-255 The dialog token ®nitify the LBMS Request/Responde

transaction.

Length Integer 0-255 The total length of theustaiodes.

Status Code Integer As specified in | Indicates the result response to the LBMS Request f
7.4.8.17 the peer MAC entity.

10.3.54.3.3 When generated

This primitive is generated by the MLME upon re¢eptof a valid LBMS Response frame.

10.3.54.3.4 Effect of receipt

On receipt of this primitive, the SME either regtiie response or commences the LBMS as descritged.i7.2.

Insert the following new rows into A.4.15:

A.4.16 Wireless Networ k M anagement extensions

Item Protocol Capability References Status Support
RME11 Leader Based Multicast Service 9.2.7.2 CFv.O Yes, No, N/A
RME11.1 LBMS Request 7.4.6.16 CFv:M Yes, No, N/A
RME11.2 LBMS Response 7.4.6.17 CFv:M Yes, No, NJA
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